From: NIST <no-reply@nist.gov>

Sent: Wednesday, September 27, 2023 3:27 PM

To: blogrige <blogrige@nist.gov>

Subject: Blogrige has a new comment waiting for your approval.

Your blog, Cybersecurity Framework 2.0 Expands Scope and Adds Focus on Governance has been
commented on by Sarfaraz Qureshi

I would like to contribute...
I would like to contribute to the framework specific to Enterprise Application SAP. If there is any
possibility for collaboration, please contact me. Here is my information.

My aim is to contribute to the development of NIST framework standards for Enterprise Application
SAP, a critical area where comprehensive guidelines are currently lacking. I am excited to inform
you that I am actively developing a comprehensive SAP Cyber Security Framework (CSAP-CSF) as
part of my responsibilities at CYNAZ Inc., a company I proudly represent.

As an individual who holds an active Top Secret security clearance with the Department of Defense,
I have had the privilege of serving as a Senior Cybersecurity Analyst for SAP within the Navy. This
experience has provided me with invaluable insights into the intricacies of securing SAP systems
within the military context. Currently I am the Center of Excellence CoE for the SAP National
Security Services.

CYNAZ Inc. is a recognized leader in the field of cybersecurity and is committed to delivering
innovative solutions that enhance the security posture of organizations. You can learn more about
CYNAZ Inc. and our work by visiting our website at http://www.cynazinc.com/ [cynazinc.com].

I would like to direct your attention to our SAP Cyber Security Framework (CSAP-CSF), which is
detailed at https://www.cynazinc.com/sap-cyber-security-framework-csap-csf/ [cynazinc.com]. This
framework has been carefully designed to provide comprehensive guidelines, best practices, standard
operating procedures, incident response plans and recommendations for securing SAP environments
across various industries including vectors, thresholds, frequencies, and reactions. It addresses the
unique challenges and vulnerabilities associated with SAP systems and can serve as a solid
foundation for the development of NIST framework standards in this domain.

My qualifications and experience in Enterprise Application SAP and cybersecurity are extensive.
With over two decades dedicated to these fields, I have gained a profound understanding of the
complexities involved in securing SAP systems effectively. My professional journey includes
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serving not only within the Department of Defense Navy but also collaborating with a wide range of
organizations, including the US Army, Defense Logistics Agency, State of California, Palo Alto
Networks, NASA, Lockheed Martin, Northrop Grumman, General Atomics, Paramount Pictures,
Disney, Baylor College of Medicine, Google, Intel, IBM, PG&E, SMUD, McKesson, and
BBRAUN.

I hold multiple certifications in Cyber Security, Enterprise Application SAP and Cloud Professional
Architect Certifications. These certifications underscore my commitment to continuous learning and
professional development in the cybersecurity and SAP domains.

Thank you for considering my application. I eagerly await the opportunity to discuss this further and
explore how we can collaborate to advance the field of cybersecurity for Enterprise Application
SAP. Please do not hesitate to contact me at to arrange a
meeting or provide any additional information.

Sincerely,

Sarfaraz Qureshi (CEO)
CYNAZ Inc.

Web: hi://www.cilazinc.com/ [cynazinc.com]






